
Welcome to the webcast about the Tool for RSR and ADR XML Generation – or TRAX. 
My name is Michael Costa, and I am part of the DART Team, one of the TA providers 
responsible for the RSR and the ADR. I am joined by my colleague from DART, Ellie 
Coombs. This webcast will help you decide if TRAX – formally known as Rx-REX – is for 
you and give you detailed instructions on how to use TRAX for the ADR. 
 
At any time during the presentation, you’ll be able to send us questions using the 
“Question” function on your control panel on the right-hand side of the screen. You’ll 
also be able to ask questions directly “live” at the end of the presentation. You can do 
so by clicking the “raise hand” button (on your control panel) and my colleague, 
Debbie, will conference you in. You can also click the “telephone” button and you’ll see 
a dial-in number and code.  
  
We hope you consider asking questions “live,” because we really like hearing voices 
other than our own. 
  
Now I’ll turn this over to our presenter Ellie. 
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Thank you, Michael! TRAX is a free tool that you can download from the TARGET center 
website. It take files with your client-level data as input and converts those data to the 
correctly structured XML file. TRAX is here to stay! 
 
I’ll start the presentation with an overview of TRAX, including why to use it. Then, we’ll 
go into more detail about each step. Throughout this discussion, I’ll be pulling up 
resources and giving a demo of key activities. 
 
And, finally, as always, we’ll take your questions. 
 
This webinar is very detailed, but don’t worry. There is a detailed user manual with the 
same information that comes along with the TRAX download package. The webinar 
recording and slides will also be posted on TARGET.  
 
This webinar just focuses on TRAX for the ADR; if you are here for the RSR, you should 
go to the TARGET Center website and review and webinar we did specifically for the 
RSR. 
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About half of ADAPs used TRAX last year to create the ADR client-level data file. TRAX is 
a good tool for you if don’t already input your data into an ADR Ready System, such as 
CAREWare, and you don’t have the resources or desire to create the XML export 
function yourself. If you are in that situation, we think you will find it easier to get your 
data into the input files required for TRAX than the XML file. 
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Now, let’s go over the steps to using TRAX.  
 
1. Become familiar with the ADR data elements. 
2. Identify the structure of the required input files. 
3. Prepare your input files. 
4. Use CHEX to check data quality. 
5. Install TRAX. 
6. Load data into TRAX and create the client-level data XML file. 
 

4 



The first step is to become familiar with the ADR data elements.  
 
You can do this by carefully reading two resources posted on TARGET. The ADR 
instruction manual has a detailed description of all ADR data elements. 
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And the data dictionary or implementation guide has the required values for each data 
element. Version 4.0 has recently been posted. The only change is that the maximum 
allowed value for medication cost increased from  20,000 dollars to 100,000 dollars. 
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Next you’ll need to complete a crosswalk that maps the data elements in the ADR to 
the data elements in your data management system. 
Find out where these data elements live and how they are coded. This will help you 
assess how you’ll need for format your data to correctly report the ADR.   
 
In this example, with the RaceID variable, your own database might categorize clients 
as “white”, “black”, etc.  However, the ADR requires this variable be categorized as 
numbers 1 through 5.  Using this crosswalk, it will be easier to see and track what data 
transformations are necessary, as “white” becomes “1”, “black” becomes “2”, and so 
on. 
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Here is the a screenshot of the ADR crosswalk. You can find this in the ADR TRAX 
support package, located on TARGET. 
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And, that’s a good segue into the next step. Identify the structure of the input files, 
which consist of 10  dot CSV files. If you don’t know what  dot CSV is, don’t worry. It is 
essentially the same as Excel an you can easily create a dot CSV file from an Excel file 
using Save As.  
 
To know how to structure your data, go to the TARGET Center website, input your email 
address, and download the support package. The support package is a zip file with the 
TRAX user manual, templates for the 10 input files, and the ADR crosswalk. 
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Here is a view of the inside of the folder you’ll download from the TARGET Center 
website with the 10 dot CSV files. You’ll create a folder that looks exactly like this, but 
the files will be populated with your data.  
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The first file contains the bulk of the data elements in the ADR. It has all the data 
elements with just one response per client, like poverty level and new enrollment flag. 
When your data is in this file, You’ll have just one row per client in this file.  
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Each of the subsequent file represent one data element that allows for multiple 
responses. These include health insurance and medications. 
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Once you have downloaded the support package and identified where each of the ADR 
data elements mean to you, you must extract client-level data from your system or 
from multiple systems and get it into the format of the 10 dot CSV files. Some grantees 
are able to write programming code that allows them to directly pull data into the dot 
CSV file format. Others may need to extract data in one format and then do some 
manual formatting. Regardless, this is probably the hardest step to using TRAX.  
 
Here are some things to keep in mind while you structure your data. Although the 
column order does not matter the columns headers do – they must be identical to the 
ones in the dot CSV files. You also must replace your values with the ADR-required 
values. Also, the file names must be identical to the ones in the template.   
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Now, let’s talk about a couple of specific data elements. 
 
The records of clients within each file are linked by the Client ID. It is the first column in 
every file. 
 
It can be a sequential number or internal number, like a medical record number. They 
can’t have letters; just numbers. 
 
This number must be unique for every client; You must make sure that the same client 
has the same ID in each table.  
 
Let’s look at an example. Carmelo has an ID of 1. Through this same ID in the health 
insurance file, we can see that he has health insurance status of 11 and 16. 
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Another important data element I want to go over is the eUCI. That first dot CSV file – 
ADRClientReport – has multiple data elements related to the eUCI. The ones you 
populate depend on whether you already create the eUCI or want TRAX to create it for 
you. 
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As a reminder, the eUCI is created from the first and third letters of the first name, first 
and third letters of last name, date of birth, and a code for gender. This creates the 11-
digit URN or unencrypted UCI. That URN is then encrypted into a 40-digit string. A 41st-
digit lets HAB know if any other client within the ADAP’s file has the same eUCI. It 
should be U for unique or A, B, C etc. to distinguish clients.  
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Now, let’s take a look at those columns related to the eUCI in the ADR Client Report file. 
These are the ones that represent the data elements that create the eUCI. This contains 
the 11-digit unencrypted eUCI. And, this contains the 41-digit eUCI. 
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If you do not already create the eUCI, you need to populate the first and last name, 6-
digit date of birth and gender ID. You can leave the URN and eUCI columns blank. You’ll 
need to maintain the header. In other words, don’t delete the columns entirely. 
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If you already create the 11-digit UCI and you just want TRAX to encrypt it for you, just 
populate column D and leave the other ones blank. Note GenderID is an ADR data 
element, so you need to input that regardless of your approach. Also, birth year is a 
separate field you need to populate as part of ADR requirements. 
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If you already create the eUCI, then you can populate the Client UCI column and leave 
the other ones blank. Once again, you need the GenderID regardless because it is an 
ADR data element. 
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Other data element that we have gotten questions about are related to viral load. The 
ADR does not accept “undetectable” or less than values for the viral load value. 
Therefore, for your undetectable clients, you should input the test value under which a 
client is considered undetectable. In this example, you see this client has an 
undetectable viral load; the test has a threshold of 48. Viral Load tests have different 
thresholds for their limits of detection.  Your ADAP may get test results from different 
labs that use different tests.  In that cast when you have a result that is undetectable, 
report 0. 
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I also want to note that in the medications dot CSV file, you report a row for every 
unique combination of client, D code, and dispense data. In this example, the client has 
three rows. One D code has one dispense data, and another D code has two dispense 
dates.  
 
Note that TRAX only accepts D codes, not NDCs, so you must map these codes prior to 
loading data into TRAX. 
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One final comment on tricky data elements. There are three flags in the ADR – meaning 
that they require a yes/no response. They are: is the client new? Did the client receive 
medication services? And, did the client receive insurance services? 
 
According to the data dictionary, ADAPs should report 0 for No and 1 for Yes. Last year, 
TRAX only accepted True and False. This has been changed, so now you need to report 
0 and 1.  
 
It’s really important that you populate these flags accurately because whether you are 
required to report other data depends on how these flags are populated. For example, 
you only need to report application date for new clients or clinical data for medication 
assistance clients. So, they drive your completeness rates and validations. 
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The next step is to use a tool called CHEX. It is an Excel spreadsheet pre-loaded with 
drop down menus and conditional formatting to help you check the quality of your 
data. It is also located in the support package.  
 
There is a tab for each of the 10 dot CSV files. Once you have your dot CSV files 
populated, you can copy and paste them into the 10 tabs. You “Validate” data to find 
invalid values and review color coded cells to identify other validation issues. Let me 
pull it up a populated CHEX file now. 
 
As you can see, there is a tab for every dot CSV file. The first check is on valid values. 
You can see the drop down menu here that tells you which values are acceptable. To 
make sure my values match those, go to Data, Data Validations, and Circle Invalid 
values. I have two invalid values for Ethnicity.  
 
Through conditional formatting, CHEX also color codes cells if there are issues.   
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If you do find issues with your data, you can correct them in your source data and re-
generate your files, fix them in the dot CSV files, or fix them in CHEX and then re-save 
those CHEX Excel tabs as separate dot CSV files.  
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If you use that last approach, make sure to delete some of CHEX’s extra columns that 
we created to help with the validations. TRAX won’t accept a file with extra columns. 
These columns are located at the end of the spreadsheet. The ones highlighted in 
yellow on this screen are examples of columns to delete. The TRAX user guide tells you 
exactly which columns you should keep for each tab.  
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Before we go to your questions, I want to discuss data security. The client XML does not 
contain personally identifying information, like name or full date of birth. However, 
most likely, your Excel spreadsheet or dot CSV file will. So, I want to emphasize the 
importance of keeping these data secure. Store your dot CSV files on secure systems, 
such as behind firewalls. And, only use secure transfer mechanisms to transfer the files.  
 
If you would like more information about data security, just go to TARGET and do a 
search on “data security.” There are lots of archived webcasts and resources there. 
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